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THE INSTITUTE OF BANKERS, BANGLADESH (IBB)
99" Banking Professional Examination, 2024

AIBB
Information and Communication Technology in Financial Institutions (ICTFT)

Subject Code :

Time—3 hours
Full marks—100

Pass marks—45
[N.B. The figures in the right margin indicate full marks. Answer any five
questions.]

Marks

I. (@) What are DC, NDC and DRS? Why are they essential for the ¢
automation of financial institute? What trade-off needs to be
made while planning the distance between DC and DRS?

(b) Briefly describe the pﬁysical security of DC. 6
(c) What is dark fiber? What is its use in the financial institute’s ICT 5
infrastructure?
2. (a) Describe input and output devices with examples. | 7

(b) How does the Interactive Voice Response (IVR) works‘? What is 7
the application of the IVR in banking?

(¢) What is POS terminal? Explain how a transaction occures 6
through a POS terminals?

3. (a) Explore the signifience of Core Bankmg System (CBS) in 7
automating Financial Instltutlons

(b) What is payment gateway? Write _dewn the mean feature of an 7
e-payment gateway. '

(c) Differentiate between Agent Banking and Branch Banking. 56
4. (a) What is MFS? Briefly give your suggestions on how to make 7
MFS more popular in Bangladesh.

(b)) Why should the FI more to EVM? What is the necessity of using
two-factor authentication?

-

(c) How does a large ATM/CRM network give a competitive ¢
advantage to a F1?
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10.

Marks
(a) What. is SWIFT? How does SWIFT provide security? What are 9
the disadvantages of SWIFT?
(6) What are the advantage of BACH over traditional manual 6
- clearing? Differentiate BACPS and BEFTN.
(¢) “Acquiring technologies as well as skilled human resources are 5
equally important” —Justify this statement.
(@) What is anti-malware software and how does it help your bank safe? 7
(b)) What are cyber crimes? Are cyber crimes related to banking? If 7
yes, justify.
(c) Whatis OTP? How is it used to secure payments? 6
(@) Explain the challenges behind bank merging/acquisition from
the perspective of [CT-enabled services. R
() What is digital signature? Where and why is it used? 7
(c) What is digital bank? Do you think your bank can be a digital 6
bank? Explain how.
(a) Discuss the importance of additional banking applications like 7
ERP and CRM. |
() Why is database baékhp important in FT? What are the three 7
types of database backups? Explain each of them.
(¢) What is meant by “BYOD control”? Why is it necessary in the 6
mordern ICT environment?
(a) How does artificial intelligeﬁce impact banking services and 7
customer experiences?
(5) What is the difference between Fintech and TechFin 7
(¢) What is e-mail? What are the impacts of a weak password foran 6
e-mail account? How to set a strong password?
Describe the following : (any four) 5%x4=20
(@) Ransome ware
(b) Data warehouse
(¢) Cryptocurrency
(d) DoS and DDoS
(e) 10T
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